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1	Decision/action requested
Discussion and agree the way forward
2	References
(Reference - in list form - should be made to previous related SA5/3GPP/etc. documents.)
(For changes against a draft TS/TR, a pseudo CR - a.k.a. pCR - will be provided using this Tdoc template. In this case, the number, name and version of the draft TS/TR used as base must be provided and the version must be the latest available version of the draft TS/TR.)
 [1]	3GPP TS 23.203, V14.1.0: "Policy Control and Charging architecture".
[5]	S5-165048, LS to SA5-CH on implication on charging from eFMSS.
3	Rationale
The discussion paper discusses the LS S5-165048 and proposes the action shall be taken by SA5.
4	Detailed proposal
As described in LS S5-165048, the stage 2 work item of eFMSS has been agreed in the SA2#115. Following objectives are agreed in the work item:
The objective of this work item is to extend Rel-13 FMSS to support the third party owned (S)Gi-LAN service functions as defined by SA1, i.e.,
· ensure that traffic steering is supported via operator owned as well as third party provided (S)Gi-LAN service functions 
· specify how the 3GPP core network is able to collect accounting information to distinguish the traffic steering to third party service enablers.
For the first requirement above, SA2 has clarified that the service function in the (S)Gi-LAN can be deployed by the operator or 3rd party service provider. 1st change and 2nd change in S2-164267 cover this point.
For the second requirement above, SA2 has clarified that today mechanism based on specific or generic Charging Key and optionally specific Service Identifier, which are assigned to the PCC/ADC rule per each Traffic Steering Policy Identifier for separate measurements, can be used to address second requirement above.
And SA2 had requested SA5 to take the above outcome into consideration and to evaluate if Traffic Steering Policy Identifier is needed in CDR in addition to the existing parameters that are supported today to satisfy second requirement for charging support as described above. 

According to the solution defined in TS 23.203, in order for PCEF/TDF to measure the user plane traffic that is sent to a specific set of service functions, identified by a Traffic Steering Policy Identifier, a specific Charging Key or generic Charging Key and a specific Service Identifier is assigned to the PCC/ADC rule per each Traffic Steering Policy Identifier for which separate measurements are needed and the applicable measurement type as required. In case of Service Identifier usage, the PCC/ADC Rule also includes service identifier level reporting.
From our point of view, this solution will bring configuration and management issues of the charging key and service id. The numbers of charging key or service id will increase in a geometric progression with the increasing of the numbers of the 3rd party service functions. We propose to include Traffic Steering Policy Identifer in the CDR in addition to the existing parameters to simplify the configuration of the charnging key and service id.

